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Overview
AGENTS SUMMARY

@ Active (1,286)

@ Disconnected (938]

ENDPOINT SECURITY

{E} Configuration Assessment

Scan your assets as part of a configuration
assessment audit,

File Integrity Monitoring

Alerts related to fila changes, including
permissions, content, ownership, and attributes

SECURITY OPERATIONS

PCI DSS

Global security standard for entities that process,
store, o transmit payment cardholder data.

Ll

HIPAA EJ
Health Insurance Portabity and Accountablity Act

of 1996 (HIPAA) provides data privacy and security

provisions for safeguarding medical information

Critical severity

0

Rule level 15 or higher

Malware Detection

Check indicators of compromise triggered by
malware infections or cyberattacks.

GDPR

General Data Protection Regulation (GDPR) sets
guidelines for processing of personal data

NIST 800-53

National Institute of Standards and Technology
Special Publication B00-53 (NIST 800-53) sets
guidelines for federal information systems
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High severity

Rule level 12 1o 14
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LAST 24 HOURS ALERTS

Medium severity

2,877,994

Rule level 7 1o 11
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Low severity

4,778,765

Rule level 010 6

THREAT INTELLIGENCE

Threat Hunting

Browse through your security alerts, identifying
issues and threats in your environment

MITRE ATTRCK

Explore security alerts mapped to adversary tactics
and techniques for better threat understanding.

(O Vulnerability Detection

Discover what applications in your environment are
affected by well-known vulnerabiliies.

CLOUD SECURITY

Docker

Monitor and collect the activity from Docker
containers such as creation, running, starting,
Stopping or pausing events.

Google Cloud

Security events related to your Google Cloud
Platform services, collected directly via GGP API

aws  Amazon Web Services

Security events related to your Amazon AWS
services, colected directly via AWS APL

GitHub

Monitoring events from audit 1ogs of your GitHub
organizations.
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